
1. Future of Digital Markets and Tech Businesses

This session addresses the future of digital markets and could include the possible
impact on the future of work, new business models and innovation, and how that might
be regulated in the context of taxation, liability, competition, and more.

2. Intersection of Access and Digital Inclusion

This session includes discussions around how access and inclusion can be addressed
together to ensure a pathway to full participation in an increasingly connected society. It
may also include discussions around the relevant aspects of Biden’s announcement on
infrastructure and the policy decisions about how resources and spending will be used to
address access and inclusion.

3. Role of Digital Identity in a Secure, Inclusive, and Trusted Internet

This session includes a look at the state of online identity, and the roles that both
government and private sector might play in identity solutions that can deliver a more
secure, trusted and inclusive Internet. It could consider use cases related to government
services or vaccine passports.

4. Role of Government and Private Sector in Content Moderation Decisions

This session looks at what the role of both the government and the private sector
(individually and in collaboration) in determining how content is handled on online
platforms.

5. The Security Concerns Impacting the Internet

This session evaluates the current cyber threat environment and where we stand with
respect to escalation and response. It can look to define what we need to improve
security on essential digital infrastructure, and who should define and have oversight of
those measures of security.

6. Policy, Standards and IoT

This session includes a look at regulatory and policy approaches to IoT security
including policy principles and standards in a global context.

7. Reexamining Antitrust in a Digital Economy

This session includes discussions about how antitrust policy in the US is viewed and
treated in an increasingly digital economy and current reform proposals.



8. Federal and State Privacy Legislation

This session should include a strong focus on what is happening at the state and federal
level with respect to privacy legislation and may consider relevant discussions about the
GDPR.

9. What is Causing Calls for New Regulatory Changes and the Potential Fragmenting of
the Internet?

This session fosters a discussion about the challenges the Internet is facing and the
possibility of regulation-driven fragmentation through a lens of the particular causes and
drivers of calls for new regulatory changes.


